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Background - Current DCFS System

· DCFS has approximately 105 sites.

· Each site has a T-1 line. 

· Each site has a file server.

· All are direct participants into the network.

· There is one configuration for all desktops.

Planned System for POS Agencies

· DCFS will provide a T-1 line and router at each identified POS site.

· POS agencies will have control over their equipment.

· DCFS requires the capability to connect and execute Terminal Server client supplied by DCFS.

· POS workstations will have terminal server icons.  

· Once the terminal server is connected, POS agencies will be operating within DCFS.  This will be a Windows 2000 environment.

· SACWIS will be a window in the Terminal Server desktop. 

· DCFS is responsible for keeping Terminal Server client supplied to POS agencies.

· POS users will not be able to move files from Terminal Server to their workstation, but they will be able to cut and paste between Terminal Server and non-terminal server files when using 32 bit windows.

· The router is not a NAT translator.

DCFS System Guidelines

· Within the DCFS window, if there is a 10-minute time period without activity, the screen locks and the system requires a password to unlock.

· When the password expires, it must be changed at the first logon after expiration.

· The e-mail system will give all POS SACWIS users access to all DCFS employees via a secure intranet.

· POS agencies must follow DCFS policies regarding e-mail while on the system.

· The Help Desk will be available to all POS SACWIS users for Terminal Server and its connections to DCFS and products used while in Terminal Server.

· The state is in the process of requiring inscription certification for each individual in the state of Illinois.  This PKI technology provides a digital signature for each person.  This technology is likely to be relevant for all DCFS and POS agency staff.

· When there is a system-wide problem, information will be shared via the 1-800 phone number, the Intranet (D-net) and the SACWIS system will have a place for broadcast messages on the Desktop.

· DCFS will have a firewall that all POS routers will go through.

POS Agency Certification

· Maximus is the quality assurance vendor on the SACWIS project and will be assisting DCFS with the certification of POS agency sites.

· Certification will include a statistical sampling of all POS equipment.  There are over 300 POS sites and over 4,000 POS SACWIS users.

· Staff will visit sites and certify that: 

· The equipment is in accordance with the agency’s plan

· A connection is made with the Terminal Server

· SACWIS equipment meets or exceeds minimum specifications

· The router is in a secured location

· A print is successfully made from the workstations while in Terminal Server and on SACWIS

· Certification is for each router location.

· After POS staff attend automation training, they will receive a Logon ID.

· Scheduling for certification site visits is dependent on:

· The implementation date for phase 2 has been confirmed

· The routers have been installed

· The terminal servers are in place

· Internal agency installation and configuration

· We will need to develop a procedure for scheduling the certification site visits.   The certification site visits will be coordinated with the point of contact persons at each site.  These individuals have been identified by POS agencies in their plans.

· Handout provided.

TCP/IP Addressing

· Everything has to have a unique address.

· SACWIS machines must have a DCFS address to get back to the Terminal Server.

· POS agencies may use 2 interface cards or multiple addresses to one card.  Multiple addresses to one card require a static route.  Default address should be used to connect to the terminal server.

· Once terminal service is in place and functional, additional connect schemas may be tested.

· If there is DHCP, cannot dual home.  The agency must change both addresses to static.

· POS agencies can have independent sessions.

· Central Management Services provides DCFS with addresses before connection.  At a minimum, addresses will be provided 60 – 90 days before connection.

· At the present time it looks like 1 year to 14 months before the data lines and routers will be installed.  POS agencies are responsible for providing a secure location for the router.  POS agencies are also responsible from the router to workstations and printers.

· Handout provided.

Equipment Specifications

· Handout provided.

· There is no information on the Intellimouse.

· Celeron processors are not acceptable and do not meet specifications.  There is concern about the need for Pentium computers, particularly for un-funded equipment.  This will be further explored on the project.

· Specifications for local area wireless solutions were provided as:  at least 10 megabit, Ethernet, and ability to connect to router.  (802.11.b)

· There was a request to find a LINUX client for Terminal Server as some agencies want to keep their current operating systems.  This is currently a non tested and non funded option.

